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Introduction

1. Big data is one of competition law’s latest buzzwords, inspiring a wealth of legal and economic literature, numerous conferences, and even studies by national competition authorities (“NCAs”) on the impact of big data on competition. The French Competition Authority (“FCA”) also launched a sector inquiry into big data in online advertising, while the German Bundeskartellamt (“BKA”) opened an investigation into a potential abuse of dominance by Facebook arising from the company’s privacy policies.

2. However, at the time of writing (mid-July 2016), this whirlwind of activity has yet to lead to the European Commission (“the Commission”) clearly establishing specific harm to competition through the use of big data. This also appears to be the situation in the Member States. Therefore, the contours of this topic remain relatively blurred, as confirmed by recent statements by Commissioner

---


Margrethe Vestager: “If a company’s use of data is so bad for competition that it outweighs the benefits, we may have to step in to restore a level playing field. But we shouldn’t take action just because a company holds a lot of data. After all, data doesn’t automatically equal power.”

The truth is that the competition community is still eagerly waiting for a first emblematic case pertaining to the anticompetitive accumulation and/or use of big data. In this context, the forthcoming Commission’s review of Microsoft’s acquisition of LinkedIn is likely to attract significant attention.

3. Companies have always collected data for a variety of purposes, and whether data may raise antitrust concerns is not a novel issue. The FCA and its Belgian counterpart, in particular, have found that the use of data has given rise to abuses of a dominant position. The Commission also found that in certain circumstances databases could be considered as essential facilities to which access should be given on fair, reasonable and non-discriminatory terms.

4. However, in recent years, the dramatic change in the magnitude and scope of data collection, storage and use has put the notion of «big data» in the spotlight. As a generic term, “big data” refers to the accumulation of a significant volume of different types of data, produced at high speed from multiple sources, whose handling and analysis might require new and more powerful processors and algorithms. Big data is therefore often summarised by the “3 Vs” formula: volume, velocity and variety.

5. Big data has become an indispensable tool for online business, especially for companies that offer free services to their customers, as typified by providers like Facebook and Google. User’s data, including personal data, has therefore been deemed by some as the “new oil” of the Internet and the “new currency” of the digital economy. As Commissioner Vestager explained in plain language, “[v]ery few people realize that, if you tick the box, your information can be exchanged with others. (...) Actually, you are paying a price, an extra price for the product that you are purchasing. You give away something that was valuable.”

6. Although public attention has so far mostly focused on search engines and social networks, many other industries process big data and are thus potentially affected. For example, it was recently reported that Monsanto became the biggest investor in big data in agriculture following its acquisition of Climate Corp., a powerful big data analytical tool; in a nutshell, with wireless sensors installed on tractors, Monsanto can now accumulate detailed information on a field-by-field basis, covering a third of U.S. farmland. Other potentially affected sectors include e-commerce (e.g. Amazon), online advertising, energy, telecommunications, insurance, banking, transport and even video games. As a very recent example, “Pokémon Go”, an augmented reality mobile game, heavily relies on big data.

7. Notably, it should be clear from the outset that big data is not synonymous with personal data. Personal data is defined under Regulation (EU) 2016/679 (the “General Data Protection Regulation”) as any information relating to an identified or identifiable natural person, who can be identified, directly or indirectly, in particular by reference to an identification number or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity. Big data is a broader concept, encompassing both personal and non-personal data. This distinction is important, since some of the competitive issues raised in this article pertain only to personal data, while others may also equally apply to all types of data.

8. From a competitive perspective, big data may be both a blessing and a curse. On the one hand, big data is a tremendous tool that can help digital companies improve the quality of their services, exploit new business opportunities and/or provide services that are more individualised for each customer, such as behavioural targeted advertisements. On the other hand, the collection and accumulation of data may raise specific risks regarding competition, as stressed by the Franco-German Study. First, data may constitute a barrier to entry for new entrants, if they cannot have access to the same variety...
and volume of data. Second, data enhances market transparency and could therefore facilitate market collusion (e.g. by making the detection of a deviation from a tacit or explicit collusion easier). Third, there is also a high risk that some market players may be tempted to adopt exclusionary conduct in relation to data, in view of precluding rivals from accessing the same information. It is hoped that the FCA’s ongoing sector inquiry into big data in online advertising will shed further light on these issues.

9. This article will solely be concerned with competition law-related issues, leaving aside other potentially relevant areas such as data protection and consumer protection rules. It will explore the current status of the law and the ongoing debate regarding how competition law—and especially merger control—views the accumulation of data from the perspective of potential harm to competition. The focus, more specifically, will be on Commission merger decisions that address big data in the digital sector. A large part of the article will deal more specifically with online advertising markets, as these have given rise to the most notable developments thus far and are the specific topic of the above-mentioned FCAs sector inquiry.

10. From this perspective, the Commission’s practice provides answers with regard to (at least) three interesting issues. First, whether big data fits within an analysis of relevant market(s) (I.). Second, how to measure competitive harm depending on whether sufficient data remains available to competitors (II.). And third, whether and how privacy infringements can also harm competition (III.).

I. Fitting big data within a relevant market analysis

11. Given the various and specific applications of big data, competition authorities face a challenging exercise in defining a market (or markets) for big data (I.), which may explain the Commission’s (and NCAs’) thus far cautious approach (2.).

12. Under current practice, market definition and market shares are in principle the starting point of a competition analysis—especially with respect to mergers and abuses of dominance. Defining a relevant market is useful in determining which goods or services actually or potentially compete. It also enables a competition authority to measure a firm’s ability to exercise market power.

13. Although under its Notice on the definition of a relevant market, the Commission is deemed to assess product substitutability from both demand and supply side, the main focus of market definition is often on demand-side substitutability, i.e. to what degree would customers substitute one product for another. In this respect, the Commission traditionally relies on the SSNIP test, which assesses in particular whether customers would switch to readily available substitutes in response to a hypothetical small but permanent price increase. In that sense, a product market can exist only if a product or service is available to customers.

14. Under this customary approach, data that is used only internally as an input to another service, such as advertising services, cannot constitute a relevant product market. Only if data is directly sold to customers could the provision of that information potentially constitute a relevant market. However, if there is no demand to purchase big data and consequently no sale of such data, there can be no market.

15. However, those classical tenets of competition law are coming under challenge in the context of the digital economy. First, because free products or services can constitute a relevant market: for example, in Microsoft/Skype, the Commission accepted that although most video communication services were available for free, there could be a relevant market for such services. Similarly, in its ongoing investigation about Google Search, the Commission expressed the preliminary view that Google was dominant on the market for general Internet search services, although such services are for free.

16. In such cases, however, identifying the relevant product markets at stake may prove difficult. Indeed, in order to measure the substitutability between various free

---

16 Ibid., pp. 11–13.
18 Ibid., pp. 15–25.
19 For example, the CMA recently found that cloud storage providers could be breaching consumer protection law by inserting clauses giving them the ability to “change the service or terms of the contract at any time, for any reason and without notice; suspend or terminate the contract without notice for any reason; automatically renew a contract at the end of a fixed term without giving notice or withdrawal rights” (see the CMA consumer law compliance review dated 27 May 2016 and available at https://www.gov.uk/government/consultations/cloud-storage-consumer-law-compliance-review).
21 The Hypothetical Monopolist or Small but Significant Non-transitory Increase in Prices (SSNIP) test.
22 As set out, in particular, in D. Tucker and H. Wellford, Big Mistakes Regarding Big Data, Antitrust Source (Dec. 2014), at 8.
24 Ibid., §§. 78, 80, 81 and 87.
services, the SSNIP test is not of much help, precisely because it relies on a price increase. In order to solve this problem, some have suggested that competition authorities may consider applying an “adapted SSNIP test”, that could potentially take two forms. Instead of simulating the effect of a price increase, one could simulate the effect of a degradation of quality, and in particular of data privacy policies. If, as a result of a hypothetical small but permanent degradation of quality of a given service, users switch to other services, the latter will belong to the same product market. Another possibility to measure substitutability would be to extend the SSNIPP test to the other (paying) side of the market.

17. Second, because high market shares do not necessarily translate in market power. In Microsoft/Skype, the Commission found in particular that in the “nascent and dynamic” sector of consumer communication services, where almost all products were offered for free, market shares were not necessarily an appropriate proxy to assess market power. The Commission also emphasised that competition was based on non-price parameters such as quality and innovation, and that barriers to entry were low. That led the Commission to consider that Microsoft’s post-merger market share of 80 to 90% on the narrowest possible relevant market for video calls delivered on Windows-based PCs would not give rise to competition concerns in view of (i) the dynamic character of the sector and (ii) the fact that consumers could easily switch to alternative providers. Most importantly, that somewhat unorthodox approach received the General Court’s unequivocal backing.

18. So far, competition authorities have essentially analysed big data as an input, usually collected for free and used internally by online companies to develop or improve the quality of other services, such as targeted advertising or data analytics services. Most online companies such as Google or Facebook are multi-sided platforms offering distinct services to different categories of users, namely consumers and merchants/advertisers. The platform is an interface enabling these different categories of users to interact. On the consumer side of the market, companies like Google and Facebook offer free services, such as Internet search or communication services to consumers. This activity enables the platforms to collect a large amount of data on their consumers. On the business side of the market, the same companies use the data collected to sell services enabling advertisers/merchants to better target consumers using their platforms. This business model differs from traditional, single-sided companies, thereby making the analysis more difficult for competition authorities.

19. However, in addition to being an input, the data collected can also itself be traded. Indeed, given the growing importance of data in the digital sector, a number of online platforms, such as Twitter, are increasingly tempted to change their business model and to start selling, exchanging or licensing data itself (instead of services incorporating such data). Those platforms treat their datasets as an additional source of revenues, by providing such datasets to third parties, which use it as a “raw material.” As explained by the CMAs recent study on consumer data and the FCAs decision opening the French sector inquiry, there is already a trend towards trading data itself, which should sooner or later translate into the competition authorities’ decisional practice pertaining to market definition. Considering a relevant market consisting of the trade of data would actually be more in line with the reality of today’s digital economy, where data is used both as an internal input and as a tradable item. As discussed in Section 1.2 below, the Commission appears to have already made space for such a scenario.

2. The Commission’s (and NCAs’) cautious approach

20. In the digital sector, the Commission has already accepted to consider the collection of data as a relevant market in a case where data was actually sold to customers. In TomTom/Tele Atlas, the Commission identified the provision of navigable digital map databases as a relevant product market. A digital map database is a compilation of digital data which typically includes (i) geographic information which contains the position and shape of each feature on a map (e.g., road, river, etc.), (ii) attributes which contain additional information associated with features on the map (e.g., street names, driving directions, etc.), and (iii) display information. Such a database, which is not in itself a digital map, is used by customers to generate digital maps and provide services based on map information. Digital map databases are sold to manufacturers of navigation devices, producers of navigation software and providers of non-navigation applications.

21. In cases involving online advertising, the Commission has thus far skirted the issue of defining a relevant market for big data as such, presumably because in the cases analyzed so far data was not sold to customers.

26 This was discussed during the conference “New Frontiers of Antitrust” organised by Concurrences on 13 June 2016 in Paris.
27 Ibid., §§ 78-80.
28 Ibid., §§ 120-132.
31 CMA Study, §§ 2.40-2.44.
32 Déc. n° 16-SOA-02, §§ 10–11.
33 Such as “Facebook Topic Data,” developed by Facebook in partnership withDatasift, which for the first time allows insights to be drawn from posts, likes, comments and shares across the entire Facebook network (https://www.facebook.com/business/news/topic-data, http://www.datasift.com/products/pylon-for-facebook-topic-data/.
35 Ibid., § 17.
The Commission’s analysis has focused on data-related services and functionalities, instead of the data itself. For example, the Commission identified a market for marketing data services, further segmented into (i) marketing information services, (ii) market research services and (iii) media measurement services. Such market did not consist of the actual sale of data, but of services incorporating the data as an input.

22. Nonetheless, the door to defining a market consisting of the sale of big data appears to have implicitly opened in the Facebook/WhatsApp case, which examines online advertising. Facebook collected data regarding its users and analysed that data in order to serve “targeted” advertisements on behalf of advertisers. However, Facebook neither sold any of that data nor provided data analytics services as a stand-alone product separate from the advertising space itself. As regards WhatsApp, it did not store or collect any data about its users that could be of value for advertising purposes. The Commission stated that it did not investigate “any possible market definition with respect to the provision of data or data analytics services, since, neither of the Parties is currently active in any such potential markets.” Conversely, had any or both of the parties been active in the “provision of data,” the Commission may have delved further into defining a potential relevant market for big data.

23. The above-mentioned FCA’s ongoing sector inquiry should provide further insights on this issue. In its decision of 23 May 2016 opening the sector inquiry, the FCA considers that where data is acquired from third parties in bulk or with added value, in order to enhance the quality of services or to develop new services, this can be considered as “products supplied on a relevant market.” The FCA will also assess, in particular, the degree of substitutability between various commercial offers for data used by companies active in online advertising.

24. In this context, the pressure is building on competition authorities to define a relevant market (or markets) for big data. Various commentators and public/private entities—including the European Data Protection Supervisor (“EDPS”)—are advocating for a more innovative approach in this respect, leaving aside the question of whether data is sold to customers or not. Indeed, they are in favour of defining what former US FTC Commissioner Pamela Jones Harbour called “a putative relevant product market comprising data that may be useful to advertisers and publishers who wish to engage in behavioural targeting.” These commentators emphasise that firms are constantly finding new ways to use/monetize big data, far beyond the initial purposes for which the data was originally collected. Defining such a putative market, while perhaps “unusual,” would enable the Commission to take into account a form of potential competition for acquiring/collating data that could be used to improve the quality and the relevance of services or to develop new products. In addition, the EDPS suggested that the finding of two separate markets for (i) the collection of data and (ii) the use thereof to supply another service under competition analysis may help to highlight instances of breaches of data protection rules.

25. Given the above considerations, and despite the lack of fully conclusive precedent at this stage, the existence of a market (or markets) for big data appears sensible, at least where such data is available for purchase. Where data itself is not traded, it may nonetheless have an important role to play in market definition. Under one view, consumers could be considered as “paying” for the free services they are using by providing personal data. Another view - more widely held - is that the relevant market actually comprises the two interdependent platform sides (i.e., the consumer side and the business side, as referred to above).


42 P. Jones Harbour acknowledges that such a definition “may be unusual under traditional market definition principles” (P. Jones Harbour, The Transatlantic Perspective, Data Protection and Competition Law, in Communications and Competition Law: Key Issues in the Telecoms, Media and Technology Sectors, F. Cugia di Sant’Orsola, R. Noormohamed and D. Alves Guimarães [eds.], IBA Series, Vol. 25).

43 J. Graef, op. cit., at 5.3.

44 Preliminary Opinion “The interplay between data protection, competition law and consumer protection in the Digital Economy” of the EDPS, March 2014, p. 27: “Powerful suppliers of various digital services may initially collect personal data on a massive scale in one market to provide a certain service in that market. One of these suppliers could then process these data, which in competition terms could be defined as input, to supply another service and/or sell the data for processing by another firm which provides services in another distinct market. If, according to the analysis, the "second" type of service using the data as an input belongs to a separate market, then this service would be deemed non-substitutable with the service for which the data were originally collected. Thus, competition analysis could support the conclusion, from a data protection perspective, that data are being processed for separate and possibly incompatible purposes unknown to the individuals who have supplied the data. Such a conclusion could be more evident in cases where the two types of services are perceived by customers to be very different. The application of competition rules could therefore help highlight instances of breaches of data protection law.”

45 Centre for European Policy study: Competition Challenges in the Consumer Internet Industry – How to Ensure Fair Competition in the EU, February 2016, pp. 4 and 21.


26. In any event, in view of the fast-moving nature of the digital economy, big data should soon become part of the competition authorities’ assessment pertaining to market definition. Whether defining a market for big data would bring any change to the analysis remains, however, to be seen, since as explored in Section II, big data already plays a significant role in the Commission’s merger control analysis.

II. The main test: Does sufficient data remain available for competitors?

27. The specific competition issues raised by big data vary from case to case, as these largely depend on the factual setting at stake. This section will mainly examine the Commission’s merger control practice in the most prominent cases involving big data, which all relate to online advertising markets: **Google/DoubleClick** (1.), **Facebook/WhatsApp** (2.) and **Telefonica/Vodafone Everything Everywhere** (3.). The first two cases concern similar issues, relating to the accumulation of huge datasets resulting from the concentration between leading digital companies (i.e. Google/DoubleClick and Facebook/WhatsApp), and its impact on the online advertising market(s). The third case, **Telefonica/Vodafone Everything Everywhere**, is slightly different since it addressed the concentration of data coming from three mobile operators that were not viewed, pre-merger, as key actors in big data. In each of these cases, the Commission examined how much data remained available for competitors to match the advantages gained by the merging parties through the operation. This involved asking, in particular, whether there are any substitutes to the data and the accessibility of the data. In each case, the Commission answered the question in the positive, i.e. it found no competition concerns that would necessitate remedies or even a prohibition.

28. Outside of those cases relating to online advertising, the Commission analyzed other issues pertaining to big data (including potential efficiencies), as detailed below (4.).

1. **Google/DoubleClick** (M.4731, 2008)

29. This was the first case in which the Commission assessed the competitive impact of a transaction involving digital companies holding significant amounts of data, including a company that was already a heavyweight in the digital world. It was also the Commission’s first application of its 2007 Non-Horizontal Merger Guidelines. As will be discussed below, the Commission’s assessment—following a Phase 2 procedure—eventually did not reveal compelling issues stemming from the accumulation of the parties’ data.

30. Google already acted as a provider of online advertising space on its own website and offered intermediation services for online advertisements through its ad network, AdSense. DoubleClick provided “ad serving” technology, i.e. technology that ensures that once online advertising space has been sold by a publisher (e.g., Google) to an advertiser, the correct advertisement actually appears (i.e. is served) on the publisher’s online space at the right place and time. DoubleClick sold ad serving technology to both publishers and advertisers.

31. Both companies collected and stored vast amounts of data. Google collected data relating to its users’ search and browsing history on the Internet. DoubleClick collected, on behalf of its clients (advertisers and publishers), data from end customers (i.e. Internet users) on its servers hosting its ad serving products. The Commission drew a distinction between (i) data created on the advertiser side by use of DFA (DART For Advertisers, DoubleClick’s product for advertisers) and (ii) data created on the publisher side by use of DFP (DART For Publishers, DoubleClick’s product for publishers). Data created through the use of DFA contains information about “a subset of the web-browsing behaviour of the user across the websites of all the publishers who carry ads of DFA customers, that is to say advertisers.” Data generated through the use of DFP consists, in particular, of a record about “which advertiser or ad network has been selected to fill a specific ad space at a given time for a given web page of the publisher’s whole website as well as the IP address of the user who had requested the web page.”

32. The Commission assessed a foreclosure scenario under which the mere combination of DoubleClick’s assets with Google’s assets—and in particular data on customer online behaviour—could allow the merged entity to achieve a position that its competitors could not replicate. Under that theory of harm, as a result

---


51 Google/DoubleClick, § 182.

52 Ibid., § 186.
of this combination, Google’s competitors would have been progressively marginalised, and Google would have ultimately been able to raise the prices of its intermediation services for online advertisements.53

The Commission described its concerns as follows: “It is not excluded that, from a factual point of view, the merged entity would be able to combine DoubleClick’s and Google’s data collections. Such a combination, using information about users’ IP addresses, cookie IDs and connection times to correctly match records from both databases, could result in individual users’ search histories being linked to the same users’ past surfing behaviour on the Internet. For instance, after such a match, the merged entity may know that the same user has searched for terms A, B and C and visited web pages X, Y and Z in the past week. Such information could potentially be used to better target ads to users.”54

33. However, the Commission discarded the possibility that the merged entity could operate such a combination. First, DoubleClick was contractually prohibited from “cross-using” the data collected through the use of DFA and DFP.55 This meant that each contract between DoubleClick and individual advertisers or publishers stipulated that the user data collected by DoubleClick through DFA and DFP could only be used by DoubleClick for the purposes of the relevant contract. Thus, DoubleClick could not use such data for the purpose of improving the targeting of advertising for any other advertiser or publisher. Second, DoubleClick lacked the ability to change those contractual terms, in particular because advertisers and publishers were clearly reluctant to allow their competitors to benefit from the use of what they considered as “their” data.56 DoubleClick also lacked the incentive to seek to obtain such contractual amendments. This is essentially because abandoning its role as a neutral service provider would require far-reaching changes to DoubleClick’s business model.57

34. Moreover, the Commission emphasised that even if Google’s and DoubleClick’s data collections were available as input for DoubleClick, Google’s competitors already had various means of combining data on searches with data about users’ web surfing behaviour.58 For example, some competitors ran search engines and simultaneously offered advertising technology (e.g., Microsoft and Yahoo!). Others could purchase data or targeting services from third parties, or purchase data from Internet service providers (which can track all of the online behaviour of their users). In addition, some of such data was potentially much broader and richer than data collected by DoubleClick (or even the merged entity). Therefore, even if Google had been able to use the data collected by DoubleClick, this would not have squeezed out competitors and ultimately enabled the merged entity to charge higher prices for its intermediation services for online advertisements.

35. This case clearly affirms that for the purposes of competition analysis, data is considered as an “asset,” which was not necessarily an obvious conclusion back in 2008. In addition, it arises from the Commission’s analysis of foreclosure risks that the test is whether the combination of data collections could enhance the merged entity’s competitiveness “in a way that would confer on the merged entity a competitive advantage that could not be matched by its competitors.”59 In Google/DoubleClick, prima facie, an external observer may have suspected anticompetitive effects, in view of the size of the combined datasets. However, since even after a Phase 2 investigation, the Commission did not find any harm to competition, it suggests that the above-mentioned test could rarely be met. Still, the Commission’s assessment might differ if conducted today, in view of the fast-moving nature of the markets concerned, which the Commission itself had already described as “dynamic and rapidly evolving.”60

2. Facebook/WhatsApp (M.7217, 2014)

36. The Commission’s review of Facebook’s acquisition of WhatsApp received extensive media coverage, not least due to the USD 19 billion that Facebook committed to the transaction. In addition, the parties were heavyweights in the digital sector. At the time, Facebook’s social networking platform had 1.3 billion users worldwide, of which 250–350 million were also users of the Facebook Messenger application (“app”). WhatsApp’s social communications app had 600 million users worldwide and was particularly popular in Europe.61

37. With regard to big data, the Commission focused its analysis on the market for online advertising services, on which only Facebook was active. Facebook collects data on its users and analyses that data in order to serve “targeted” advertisements on behalf of advertisers. On its side, at the time of the Commission’s review, WhatsApp sold no form of advertising and did not store or collect data about its users that would be valuable for advertising purposes. In addition, the messages that users send through WhatsApp were stored only on the users’ mobile devices or cloud, but not on WhatsApp’s servers. Despite these findings, the Commission investigated whether Facebook’s position in a potential overall online advertising market—currently between 20 and 30 percent—was likely to be strengthened as a result

53 Ibid., § 359.
54 Ibid., § 360.
55 Ibid., §§ 183–184 and 188.
56 Ibid., §§ 261 and 363.
57 Ibid., §§ 263–266 and 363.
58 Ibid., §§ 364–365.
59 Ibid., § 364.
60 Ibid., § 118.
of the increased amount of data that would fall under its control as a result of acquiring WhatsApp.62 Two theories of harm came under the spotlight.

38. First, the Commission assessed whether post-transaction, the merged entity could introduce targeted advertising on WhatsApp by analysing user data collected from WhatsApp’s users (and from Facebook users who also use WhatsApp). It found that the merged entity would have no incentive to do so, since this would require WhatsApp to deviate from its established “no ads” policy product, which could prompt some of its users to switch to competing apps that remained “ad-free.”63 In any event, even if the merged entity sought to introduce targeted advertising on WhatsApp, a sufficient number of alternative providers of advertising services competed with Facebook for acquiring online advertising space. Such competitors include Google, Yahoo!, MSN and local providers.64 Notably, the Commission did not seem to examine how much data those competitors accumulated as compared to Facebook, but merely focused on the acquisition of advertising space.

39. Second, the Commission examined whether the merged entity could collect data from WhatsApp users for the purpose of better targeting ads on the Facebook social networking platform towards WhatsApp users who are also Facebook users.65 In addition to doubts regarding the merged entity’s ability to engage in such integration,66 the Commission found that the merged entity would have no incentive to do so, in particular because it would require WhatsApp to change its privacy policy, which could prompt some users to switch to other apps perceived as less intrusive.67 In any event, even if Facebook integrated the data collected from WhatsApp users, it would not allow it to strengthen its position in advertising, given the presence of a sufficient number of alternative providers of online advertising services, including Apple, Amazon, eBay, Microsoft, AOL, Yahoo!, Twitter, IAC, LinkedIn, Adobe and Yelp.68 The Commission’s reasoning relied on the fact that “there will still continue to be a large amount of Internet user data that are valuable for advertising purposes and that are not within Facebook’s exclusive control.”69

40. Broadly, under both aforementioned theories of harm, the Commission considered data concentration only insofar as it was relevant to analysing competitive effects on advertising markets. This case confirms that the Commission essentially examines how much data remains available for competitors to provide advertising services, as it did in the Google/DoubleClick case. One also notes a reference to the General Court’s finding in Cisco (T-79/12) that high market shares do not necessarily point towards market power in the market for consumer communications services.70

41. In addition, the Facebook/WhatsApp case set out a useful analytical framework for exclusionary behaviour in the digital world, since the Commission acknowledged the existence of network effects and the fact that an increase in a company’s market power through data collection capabilities could eventually bring about distortions of competition on advertising markets. Although ultimately no anticompetitive concerns were eventually found to exist in that case, the Commission could use that theory of harm against Facebook (or other digital companies) in a few years’ time, depending on the evolution of the competitive landscape in general and Facebook’s market power specifically.

42. It may be questioned whether the Commission should not have opened a Phase 2 investigation of the case in order to fully assess the implications of the fact that Facebook, by acquiring data held by WhatsApp, would in any case accumulate significant knowledge on both Facebook and WhatsApp consumers, i.e. roughly 1.5 to 2 billion people.71 In addition, although data is available from other sources than Whatsapp, it can be argued that such data is not really a substitute for data collected by WhatsApp.72 Those points may have deserved a more in-depth investigation than the one undertaken by the Commission.

3. **Telefónica UK/Vodafone UK/Everything Everywhere/JV (M.6314, 2012)**

43. In this case, UK mobile network operators (“MNOs”) Telefónica, Vodafone and Everything Everywhere (EE) set up a joint venture (the “JV Co”) in the field of mobile commerce in the UK. The JV Co was intended to provide services to its three parent companies, as well as to other companies, by establishing a platform accessible by network users (i.e., consumers) through their mobile phones. This platform would enable customers to carry out online transactions and would provide mobile advertising platform services to advertisers and media agencies. The JV Co was also destined to supply data analytics services, by providing reporting analytics, business development analytics and loyalty analytics. To this end, the JV Co would rely on the various customer data collected through the operation of its transaction platform and its advertising services. The data collected by the JV Co would be based on three data sources: (i) basic customer data collected by

---

63 Ibid., § 174.
64 Ibid., §§ 176–179.
65 Ibid., § 180.
66 Ibid., § 185.
67 Ibid., § 186.
68 Ibid., §§ 187–189.
69 Ibid., § 189.
70 Ibid., § 99.
72 Ibid.
the MNOs, (ii) data collected through the mobile wallet, and (iii) data collected on the basis of contracts with merchants. The JV Co would then use this data to offer targeted marketing services to advertisers.

44. In this case, the Commission assessed “whether the JV Co would foreclose competing providers of data analytics or advertising services by combining personal information, location data, response data, social behaviour data and browsing data and by so creating a unique database that would become an essential input for mobile advertising that no competing provider of mobile data analytics services or advertising customer would be able to replicate.”73

45. The Commission noted that the data to be collected by the JV Co was also already available to a large extent to both existing and new market players (such as Google, Apple, Facebook, card issuers, reference agencies or retailers), who were using such data to provide targeted advertising.74 Notably, the Commission considered that customer data was “generally understood to be a commodity,” as customers tended to give such data to many market players, who would then gather and market it.

46. In addition, alternative ways to reach large numbers of consumers existed, such as utilities providers or Internet service providers.75 Some third parties claimed that MNOs would be uniquely placed to access customers’ location data, which would enable MNOs to reach customers at the “right” moment (typically by sending ads relating to shops where the customer is located). The Commission dismissed that argument, given the presence of a variety of sources of geo-spatial data that are not dependent on MNOs, such as Apple, Facebook or Google (which have access to customers’ location information through apps connected to mobile phones’ operating systems). More generally, the Commission considered that most of the data collected by the JV Co would also be accessible to third parties for the purpose of being used to offer advertising or data analytics services.

47. On the basis of these and other elements, the Commission dismissed the risk of foreclosure, since many other strong and established players were also capable of offering comparable solutions.76

48. This case illustrates the Commission’s view of big data as generally non-rivalrous and widely available, such that the concentration of a significant amount of consumer data in the hands of a few companies did not mean that competitors would necessarily be excluded from accessing all or part of such data through other means. It is also interesting to note that the Commission expressly termed consumer data as a “commodity”.77

4. Other relevant cases

49. Outside of the three cases examined in Sections II.1, 2 and 3 above in relation to online advertising and data analytics, big data has played a significant role in at least three other Commission decisions examined below.

4.1 TomTom/Tele Atlas (M.4854, 2008)

50. This decision deals with the acquisition by TomTom, a producer of portable navigation devices (PNDs), of Tele Atlas, a producer of navigable digital map databases, which TomTom used as an input for the navigation software that it then either inserted in its own PNDs or sold to other PND manufacturers. As a key difference with other cases reviewed in this article, the Commission considered that producing a map database for navigational purposes would be very costly and resource intensive because part of the features of such a database would have to be compiled manually by a fleet of vehicles and regularly updated.78 This adds some nuance to the view according to which data would generally be available to all companies in large quantities at a low price.

51. The Commission discarded risks of input foreclosure, i.e. whether the merged entity was likely to have the ability and the incentives to increase prices of map databases (on the upstream market), or degrade their quality or delay access for PND manufacturers and navigation software providers competing with TomTom (on the downstream markets).79 In particular, the parties submitted that efficiencies would derive from the integration of TomTom’s data to improve Tele Atlas’ map database, in particular because TomTom gathered significant feedback data through its large customer base, e.g. in the form of error corrections.80 Although the Commission eventually considered the magnitude of such efficiencies as uncertain, this illustrated, as soon as in 2008, the Commission’s acceptance of the idea that the accumulation of big data may generate efficiencies.

4.2 Microsoft/Yahoo Search (M.5727, 2010)

52. In this decision the Commission assessed Microsoft’s acquisition of Yahoo’s business in Internet search and online search advertising.81 When focusing on the concentration’s effects on the Internet search market (on which both parties offered a search engine), the Commission considered that the new entity, by increasing the scale of its data collection, would actually be able to provide better services to users. Therefore, it was plausible “that the merged entity through innovation and through its access to a larger index will be able to provide personalized search results better aligned to users’ preferences.”82

73 Telefónica UK/ Vodafone UK/Everything Everywhere/JV, § 539.
74 Ibid., § 543.
75 Ibid., § 544.
76 Ibid., § 557.
78 Ibid., §§ 190–251.
79 Ibid., § 246.
81 Ibid., §§ 225–226.
53. Instead of raising risks for competition, the transaction was actually likely to have a positive impact on competition, because the merged entity would enjoy a greater scale of data collection, which would help it to innovate in its search engine and thereby reinforce competitive pressure on Google. That decision shows that the Commission is, in certain instances, open to the idea that the accumulation of big data may be pro-competitive. Just like any asset, one might say. This is another indication that in the Commission’s view, big data does not necessarily require a competitive analysis that would differ from that applied in relation to other types of assets.

4.3 Publicis/Omnicom (M.7023, 2014)

54. This transaction—eventually aborted—was intended to combine two of the world’s largest advertising and communication companies. Shifting away from big data stricto sensu, the case sheds light on the data analytics market, which directly derives from big data, since it is defined as “the process of examining large amounts of data of a variety of types (‘big data’) to uncover patterns, correlations and other useful information.”

The Commission examined a foreclosure scenario whereby the merged entity would develop its own big data analytics platform and exclude competitors from accessing it. That scenario was eventually discarded. In its assessment, the Commission looked more particularly (among other issues) into whether big data could become in the near future a key factor in helping advertisers to better target their offers to customers through the use of data analytics. The market test confirmed that, from the perspective of competing advertising companies, big data was becoming important for digital advertising and social media, where data was more easily available and collected. Interestingly, however, media owners considered the concept of big data was still in its infancy and not yet relevant for them, except for data mostly present in online advertising.

55. In relation to big data analytics as such, the Commission considered that post-transaction, there would remain “a sufficient number of alternative providers of big data analytics to the merged entity.” Therefore, despite the fact that the concentration would have enabled the merged entity to expand data collection, competitors would still have access to a sufficient amount of accessible data analytics for advertising purposes. That clearly echoes the Commission’s findings in relation to big data in the Google/DoubleClick, Facebook/WhatsApp and Telefonical/Vodafone/Everything Everywhere cases above.

56. Much ado about not much? That may be a tempting conclusion in view of the absence of significant issues raised in the Commission’s decisional practice. Indeed, in each of the cases summarised in Sections II.1, 2 and 3 above, relating to online advertising markets, the Commission found that post-merger, the parties’ combined data would not result in a unique and non-replicable advantage, essentially given their competitors’ ability to procure sufficient amounts of data, either themselves or from third parties (i.e., data brokers or data analytics providers). Therefore, in relation to online advertising and/or data analytics, the Commission has thus far not identified an instance where the accumulation of data raised significant competitive concerns leading to remedies or a prohibition. However, each case must be assessed individually, and general conclusions should not be drawn too quickly, whether in relation to advertising or data analytics, or any other sector that relies heavily on big data. For example, the TomTom/Tele Atlas case reminds that in certain instances, heavy costs are associated with the collection of data.

57. At first glance, the Commission’s findings in relation to big data—and especially the efficiencies and pro-competitive effects discussed by the Commission in TomTom/Tele Atlas and Microsoft/Yahoo Search—could be considered as an “optimistic” view of big data, whereby big data would bear three main characteristics. First, it is non-rivalrous and non-exclusive, meaning that the use of data by a specific company does not prevent that company’s competitors from obtaining the same information from a specific client. The non-rivalrous nature of data is confirmed in particular where customers “multi-home,” i.e. they use several providers to perform similar services (and therefore provide their data to multiple operators). Second, the data is, in large part, widely available for purchase and inexpensive. Third, the cost of collecting data is usually low.

58. However, upon closer examination, the Commission does not take big data lightly, since the theories of harm pursued in the aforementioned cases are also compatible with a more “sceptical” view of big data. Under that view, entry barriers vary based on the industry considered and may increase due to network effects. In this regard, the OECD warned in 2014 that data-driven markets “can lead to a ‘winner takes all’ result where concentration is a likely outcome of market success.” In addition, the non-rivalrous nature of data can sometimes be called into question, for example, if providers of online
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platforms seek to withhold their data from competitor access.\(^99\) Moreover, high fixed costs may be involved in, e.g., maintaining a data centre.

59. The same theories of harm could therefore enable the Commission to find instances of competition concerns in cases where the accumulation of big data clearly has anticompetitive consequences, typically if it acts as a barrier to entry for competitors. The fact that no such cases have arisen to date does not mean that harm will never be found. More specifically, the Commission's forthcoming review of Microsoft's acquisition of LinkedIn is understood to raise potential issues relating to the acquisition of big data.\(^90\) Mrs Vestager was cited as saying that the Commission would look at whether “the data purchased in the deal has a very long durability and might constitute a barrier to entry for others or if they can be replicated so that others stand a chance to enter the market”.\(^91\) That case will also be seen as a test case for Mrs Vestager, since all other big data-related cases were decided when Mr Almunia was Competition Commissioner.

60. Heightened scrutiny may now come from France, where on 23 May 2016 the FCA launched a full-blown sector inquiry into data-related markets and strategies with a specific focus on promotion and loyalty programs in online advertising, as well as behavioural advertising. Some of the targeted theories of harm sound familiar. In particular, the FCA will seek to determine whether certain actors hold leading positions and competitive advantages that are linked to their capacity to exploit certain datasets that are essential to the competitive functioning of the market and that no competitor could duplicate.\(^92\) The FCA's experience, as gathered through the sector inquiry, may, of course, potentially lead to opening individual cases.

61. In any event, one should not lose sight of the fact that the Commission's ex-ante assessment in the context of merger control is based on a number of estimates and assumptions as to the evolution of markets. Over time, those assumptions and estimates may need to be corrected, particularly in a rapidly evolving sector where today's leader may be tomorrow's underdog. Ex post monitoring is therefore crucial to allow competition authorities to tackle new issues or those issues for which their ex-ante assessment was insufficiently informed. In addition to individual enforcement cases (or in anticipation of these), sector inquiries such as the FCA's recent initiative are a useful tool for competition authorities to gather a broader view of the trends and risks of the relevant markets.

62. Big data also raises key procedural merger control questions, since companies accumulating large datasets do not always generate revenues that meet EU national filing thresholds. The Facebook/WhatsApp case is a typical example: in view of the value of the transaction (USD 19 billion) and the important issues that it raised, it was considered appropriate that the Commission could review the acquisition. However the transaction did not meet the EU filing thresholds, because WhatsApp had a turnover of only around €10 million. The Commission ultimately reviewed the transaction because Facebook requested a pre-notification referral under Article 4(5) of the EU Merger Regulation; however, if the conditions for such referral had not been met, the Commission would not have reviewed the transaction. This raises the question of whether the Commission should complement its current turnover-based threshold by another threshold based on the value of the transaction—as the U.S. thresholds—in order to catch transactions such as Facebook/WhatsApp, taking place on innovative and fast-evolving markets.\(^93\) The Commission seems to acknowledge that in certain cases, data may be the underlying value of a transaction, even where the parties' sales are low.\(^94\) It remains to be seen whether that will actually lead the Commission to amend the current EU merger control thresholds.

63. All in all, data has clearly become increasingly important, and one should expect that the Commission will be faced more and more with big data-related issues. However, it should be emphasised that data remains no more than an asset, or a commodity, and the Commission will arguably continue to treat it accordingly.

III. Can privacy infringements also harm competition?

64. The flurry around big data and competition law largely relates to the interplay of big data, competition law and privacy concerns. Various commentators argue that if the accumulation of data raises the risk of infringing privacy, this should be tackled by competition authorities "as part of their competitive analysis."\(^95\)

65. While competition law is not intended to address privacy breaches (1.), the fact remains that privacy may be a parameter of competition (2.), and arguments that competition law should also address privacy concerns have gained impetus over the past two years (3.).
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1. Competition law is not intended to address breaches of privacy rules

66. Since the Asnef-Equifax case of 2006, the CJEU’s position is unequivocal: privacy issues are not a matter of competition law and pertain to legislation specifically applicable to data protection. In Asnef-Equifax, the Court was asked whether Article 101 TFEU prohibited a credit information exchange system concluded between members of a trade association. In this respect, banks were to create a register providing “solvency and credit information through the computerised processing of data relating to the risks undertaken by participating organisations engaging in lending and credit activities”. The data exchanged unavoidably contained sensitive personal data. However, the Court expressly refused to take into account privacy issues in its competition analysis, considering that “any possible issues relating to the sensitivity of personal data are not, as such, a matter for competition law” and “may be resolved on the basis of the relevant provisions governing data protection”.  

67. Data protection is governed by specific rules, as administered by specific regulators, both at the national and EU levels. To ensure respect of the right to protection of personal data enshrined in particular in Article 8 of the Charter of Fundamental Rights, in 1995, the EU established a specific legal framework for data protection, set forth in Directive 95/46/EC and Regulation (EC) 45/2001. These instruments essentially provide that data must be appropriately processed for specific, explicit and legitimate purposes by data collectors, including EU institutions and bodies, and in relation to such processing, also provides various rights for data subjects. This regime was recently reshuffled following the EU Data Protection Reform launched in 2012, resulting in a new Regulation and a new Directive.

68. Although Asnef-Equifax only related to Article 101 TFEU, the same approach arguably applies to merger control, which is not destined to integrate privacy as part of its objectives. Indeed, merger control’s objectives were developed “with an explicit and exclusive focus on competition.” In addition, recital 24 of the Merger Regulation mentions the “effective control of all concentrations from the point of view of their effect on competition in the Community.” Furthermore, § 8 of the Guidelines on the assessment of horizontal mergers does not mention privacy among merger control’s objectives or the benefits of competition.

69. Unsurprisingly, the Commission has thus far faithfully applied the Court’s stance throughout its merger control practice, and therefore has consistently declined to make harm to privacy part of its competition analysis. Instead, the Commission has thus far taken what some critics call a “pure economic approach,” in cases such as Google/DoubleClick and Facebook/WhatsApp.

70. Google/DoubleClick provides an early illustration of such approach. The Commission, after assessing the competitive effects of the transaction, ended its decision by emphasizing that it “refers exclusively to the appraisal of this operation with Community rules on competition” and that the parties would remain subject to other legal obligations: “irrespective of the approval of the merger, the new entity is obliged in its day-to-day business to respect the fundamental rights recognised by all relevant instruments to its users, namely but not limited to privacy and data protection.” For the Commission, privacy concerns are clearly not part of competition law. Interestingly, the U.S. Federal Trade Commission (FTC) reached a conclusion similar to the Commission in terms of antitrust analysis, although former FTC Commissioner Pamela Jones Harbour regretted, in her dissenting opinion, that privacy issues were not part of the FTC’s analysis of competitive effects.

---

103 Including rights to information (Section IV of the Data Protection Directive 95/46/EC), to rectification (Article 12 of the Data Protection Directive 95/46/EC) and to access to data (Article 12 of the Data Protection Directive 95/46/EC).

104 The two instruments are: Regulation (EU) 2016/679, op.cit.; and Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free movement of such data, and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4-5.2016, p. 89.
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71. The Commission confirmed its position more recently in Facebook/WhatsApp, as it considered that “[a]ny privacy-related concerns flowing from the increased concentration of data within the control of Facebook as a result of the transaction do not fall within the scope of the EU competition law rules but within the scope of the EU data protection rules.”110 In relation to the same transaction, the FTC adopted an approach quite similar to the Commission’s, as its Bureau of Competition did not object to the transaction on antitrust grounds. However, another branch of the FTC, namely the Bureau for Consumer Protection, sent a letter asking the parties to honour the promises that WhatsApp had made before the FTC, in terms of privacy.111

2. Privacy may be a parameter of competition

72. Although privacy breaches, as such, are not a matter for competition law, privacy concerns may nevertheless act as a (subsidiary) non-price parameter of competition. For example, in Facebook/WhatsApp, the Commission noted that privacy and security are increasingly valued and constitute one of the drivers of the competitive interaction between consumer communications apps.112 In the same decision, the Commission took into account the fact that WhatsApp users might view Facebook’s collection of their personal data as intrusive, and thereby switch to competing platforms perceived as less intrusive.113

73. Even where no personal data is involved, confidentiality may also be a competitive parameter. In TomTom/Tele Atlas, the Commission considered that confidentiality concerns “can be considered as similar to product degradation in that the perceived value of the map for manufacturers [of portable navigation devices] would be lower if they feared that their confidential information could be revealed to TomTom.”114

74. The Commission’s position is, of course, a “minimalist” approach, as compared to an all-encompassing solution that would make privacy concerns part of competition harm. However, in accepting that privacy concerns are a parameter of competition, this could potentially lead to a finding that if a merger degrades privacy (i.e., a competition parameter), specific remedies should be ordered to guarantee the protection of privacy. The BKA’s investigation into Facebook may be premised on this kind of reasoning.

3. A renewed debate: Should competition law address privacy concerns?

75. Despite the Court’s firm position and the Commission’s established practice, there has been a call for reassessing whether privacy concerns could raise competition issues. Indeed, already in 2012, Commissioner Joaquin Almunia suggested that a dominant company could gain an advantage over its competitors by infringing privacy laws: “[a] single dominant company could of course think to infringe privacy laws to gain an advantage over its competitors. (…) The fact that we have not encountered such a case [in which the accumulation or the manipulation of personal data was or could be used to hamper competition] does not mean that we can rule out the practice altogether.” However, in 2014, the Facebook/WhatsApp case confirmed that the Commission was not yet ready to tackle privacy concerns as part of its competition analysis.

76. Criticism from the EDPS. Signaling a shift in the status quo, in 2014, the EDPS issued a report criticising the Commission’s handling of privacy issues in the context of competition law enforcement (including merger control). For example, in relation to Google/DoubleClick, the EDPS stated that the Commission should have considered how the merger could have affected users whose data would be further processed by merging the two companies’ datasets, potentially in view of providing services. By adopting what the EDPS referred to as an “economic” approach, the Commission “neglected the longer term impact on the welfare of millions of users in the event that the combined undertaking’s information generated by search (Google) and browsing (DoubleClick) were later processed for incompatible purposes.”115 The EDPS considered that the notion of consumer welfare should not be reduced to price, but could also be determined by other factors such as quality or consumer choice, which are also data protection concerns.116 Thus, for competition enforcement in the digital sector, the EDPS advocates the adoption of a specific approach to the notion of consumer harm, which would include harm such as a breach of the right to privacy.117 In this respect, the EDPS announced that it would issue a new opinion during the summer of 2016. At the time of writing (mid-July 2016), no such opinion had been published yet.

77. The BKA’s investigation of Facebook. In what appears to be a first amongst competition authorities in Europe, in March 2016, the German BKA took the bold step of examining whether a breach of privacy laws could also run afoul of competition law. In initiating its antitrust investigation against Facebook, the BKA’s succinct press release makes the following three statements. First, there are “indications” of Facebook’s dominant position in
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the market for social networks. Second, the procedure whereby new users agree to allow Facebook to collect and use their personal data may run contrary to German data protection law. Third, if there is a connection between an infringement of privacy laws and market dominance, there could be an abuse of a dominant position.

78. At this stage, however, this investigation raises more questions than answers. It is unclear on which market the abuse would be assessed. While previous Commission decisions had analyzed the impact of data collection on companies’ market position on advertising markets, the BKA case is the first to link the collection of data from users and potential abuse of market position (vis-à-vis the users). Prima facie, Facebook’s dominant position on a market for social networks cannot be ruled out. The BKA could focus its analysis on the market for social networks, assessing whether imposing “unfair” trading conditions degrades the quality of the service. Such analysis could find theoretical support in the view that privacy is a non-price parameter of competition.

119 E. Orcello, A. Suboc and C. Sjödin, op. cit., note that “Privacy could be regarded as a non-price parameter of competition which may be degraded by the merged entity post-merger,” although they acknowledge that the Commission did not apply such theory of harm in the Facebook/WhatsApp case.

79. The FCA seems to distance itself from its German counterpart’s daring initiative. President Bruno Lasserre explained that in case of the breach of rules that do not fall within the scope of competition law (e.g., typical data protection rules), this does not constitute a competition law infringement in itself. In his view, an abuse of dominance can be established, for example, “only in the case where this behaviour artificially reinforces market power, either by a company looking to eliminate, shutting out or disciplining a competitor or exploiting market power.” Also notably, the FCA’s sector inquiry does not appear to focus on issues raised by the BKA’s investigation. In any event, the German antitrust investigation of Facebook is likely to fuel debates in the coming months.120

80. The debate on remedies. In its 2014 report, the EDPS strongly advocated for the use of competition remedies that would address the harm caused to privacy.

81. Among others, the EDPS suggested the imposition of data portability remedies, i.e. giving the user the right to withdraw its personal information and transfer it to another service provider. By preventing customer lock-in and allowing “multi-homing”, data portability may indeed help achieve some of the objectives pursued by competition rules, as former Commissioner Almunia already suggested in 2012. However, data portability is already foreseen in Article 20 of the new General Data Protection Regulation, which will apply as of 25 May 2018. Based on that provision, data subjects will have the right to obtain a copy of data and to have the data transferred from one data controller to another. Since privacy will already impose on all companies ex ante data portability obligations, imposing the same obligation by means of an antitrust remedy would arguably not bring much added value, at least after 25 May 2018.

82. In its 2014 report, the EDPS also suggested that the control of huge personal datasets could be considered an essential facility, and that the appropriate remedy would be therefore to grant competitors access to personal information. That kind of remedies would however raise questions from the perspective of both competition and privacy rules. From a competition law angle, it will be difficult, to say the least, to characterise big data as an essential facility, since it is generally seen as widely available. That has been confirmed by the Commission’s merger control practice, which has always found to date that in spite of the accumulation of data in the hands of merged entities, competitors would still have access to a sufficient amount of data (see Section II above). Mandating access to personal information could also create issues from the perspective of privacy rules, not least because consumers will not expect their personal data being shared with the majority of big data-related issues. In particular, the French and German authorities seem to agree that a legal assessment under competition law can take into account, at least as an element of context, statutory requirements stemming from other bodies of law.122

118 In the Facebook/WhatsApp decision, the Commission defined a potential market for “social networking services” (§§ 51–62) but did not assess Facebook’s market share on such market.
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third parties without their consent.127 In addition, forcing companies to share with competitors the personal data gathered from their users may have the effect of lessening rivals’ incentives to develop their own sources of data.128

83. All in all, competition law may not provide the solution to addressing privacy concerns. This may rather come from a more stringent enforcement of privacy rules under the General Data Protection Regulation. The position of competition law on this issue is aptly described by Commissioner Vestager: “I don’t think we need to look for competition enforcement to fix privacy problems; But that doesn’t mean I will ignore genuine competition issues just because they have a link to data”.129

Conclusion

84. The Commission may not have found, to date, specific competition concerns relating to big data in the context of a merger case (even following an in-depth analysis) leading to remedies or a prohibition. This does not mean, however, that companies holding significant amounts of data will systematically get “off the hook.” This is for at least three reasons. First, the theories of harm developed by the Commission appear to be broad and flexible enough to catch cases where the accumulation of data by a company could clearly act as a barrier to entry for competitors. The forthcoming Microsoft/LinkedIn review will give the Commission a fresh opportunity to try out some of those theories. Second, the Commission’s (favourable) analysis under an ex-ante assessment will not necessarily be confirmed ex post, especially on fast-moving markets such as in the digital sphere. Indeed, the Commission’s theories of harm in the context of merger cases may now yield different results based on evolutions in this area. Third, the Commission is still in the process of learning the implications of big data and its surroundings. Its May 2016 Staff Working Document regarding online platforms illustrates the Commission’s growing interest in – and knowledge of – the sector.130

85. Interesting developments could also derive from the Commission’s ongoing investigation into Google’s alleged favouring of its own comparison shopping services.131 Although based on publicly available information, that case does not seem to expressly deal with the accumulation of big data, it remains that Google’s prominent market position largely relies on its accumulation of an unmatched dataset. The Commission’s final assessment in that case could shed light on other facets of the role of big data in competition analysis.

86. Currently, under EU competition law, privacy-related issues are likely to remain one of the most sensitive topics. Depending on its outcome, the Bundeskartellamt investigation of Facebook may break new ground in this respect, but it is uncertain that the German approach would be exported to other NCAs or the Commission’s practice. In any event, the intensity of calls for antitrust intervention to resolve privacy-related issues may vary depending on how national data protection authorities tackle new issues and build on the revamped EU legal framework. At this stage, it appears premature to systematically turn to antitrust tools to tackle privacy issues.

87. And in the end, the most significant developments will not necessarily relate to privacy. In view of its broad scope, the French sector inquiry may create far more uncertainty for companies than the groundbreaking, but narrowly focused, German investigation. The commotion surrounding the German investigation should not overshadow the potentially wide-ranging implications of French sector inquiry. ■
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131 IP/15/4780, 15 April 2015, “Antitrust: Commission sends Statement of Objections to Google on comparison shopping service; opens separate formal investigation on Android”. See also IP/16/2532, 14 July 2016, “Antitrust: Commission takes further steps in investigations alleging Google’s comparison shopping and advertising-related practices breach EU rules”. 
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